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Chapter 1. Introduction to VMS

1.1 Overview of VMS

VMS is video management software for small batch security monitoring equipment.
The VMS client can be used with DVR, NVR, IPC, network storage devices, alarm devices,

etc.

The functional characteristics of VMS are as follows:

Support software password reset.

Support multiple users.

Support single and batch adding devices and adding devices with different
protocols.

Supports remote configuration of devices

Support real-time viewing of multi-camera video and playback of multi-camera
video.

Support round-robin viewing of multiple devices.

Support remote playback of video and captured pictures.

Support to configure multiple alarm detection.

Support to configure electronic maps, you can locate the device at any time, easy
deployment management.

Support query and export log information.

Support face recognition.

Supports human-shaped and car-shaped recognition.

Support one-click import and export of device information files.

Support file management, view pictures and videos separately.

1.2 VMS System Requirements

Minimum System Requirements:

Operating system: Microsoft Windows 7 / 8.1 / 10 (32/64 bit) / Windows sever 2008 (64 bit)
CPU: Intel Pentium 4.3.0@3.0 GHz or above

Memory: 2G or higher

Graphics: RADEON X700 series

GPU: 256M or higher
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1.3 VMS main interface

The VMS software interface is shown in Figure 1-1. For the introduction of each part,
see Table 1-1.
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. Figure 1-1 Main interface

# | name Explanation

The factory default state displays the "MainWindow" tab and the
main menu. If you click on the "new function page" interface to open the
desired function, you will enter the corresponding function interface, and
the name of the tab will be updated to the function name.

1 Function tab

E‘Hwith@, Click the icon to switch the alarm prompt to silent or prompt
sound.

Event with, Click the icon to switch the alarm popup box to not display

2 or display.
management

, Click the icon to clear the alarm information.

, Click the icon to view the alarm information, please refer to
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Chapter 14 Alarm Settings for details.

name Explanation
CIickE, You can set the resolution size.
CIickE,seIec, You can pop the player.
User CIickE,seIectE, Lock the screen, you need to log in to unlock the
assword.
Management P
CIickE,seleclETo switch users.
CIickE,seIectETo display the name and version number of the
software.
Svstem Click &3 , Enter the "System Settings" interface, you can set the
M);na ement language, set the automatic login and remember the password, file save
g type and path, and alarm sound.
Click®™To minimize the software window.
Window CIickEl,The software window is maximized.
management CIickE,Revert to the initial software window.

CIickm,Exit the software.

Displays the current time of the system and the CPU and memory usage

system status
y of the system, as well as the username and login time.

« Device Management

Device management: Supports
adding and removing device files
and can set devices remotely.

« Alarm Config

Alarm device: support motion, 10,
videoLoss, PIR, and intelligent

The function list is divided into
operation area and configuration
area, and the function introduction
is shown below.

. Mainview

function list .
Preview: Access the camera to

realize real-time video browsing.
During the browsing process, it
supports local video recording,
image capture, voice intercom,
electronic zooming, and round-

alarm settings for the device.

« Cruise Setting

Round tour setting: set the channel
and equipment for round tour.

« Account management
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robin viewing.

« Remote PlayBack

Remote playback: You can watch
videos and pictures remotely,
select different dates to view, and
cut and download videos and
pictures to the local.

« Local PlayBack

Local playback: Support viewing
and exporting client video.

« Log Search

Support local log query and export
client logs, and remote log query
and export.

. Face Search

Face search comparison

o Human and Vehicle

Search for people and models.

« Face Attendance

Face attendance: Set attendance
time, Attendance of personnel
entering and leaving.

« Repeat Visitors

Repeat customer: Given the
relevant conditions, find all the
faces that meet the conditions,
summarize the identity
information, and merge repeat
customers with the same identity
information.

User management:  support
adding and deleting sub-users and
modifying sub-user permissions.

o Local Record

Local recording settings: Set the
path to save files and recording
schedule.

« File Management

File management, support to find
local videos and pictures.

« System Config

System settings, you can set the
language, set automatic login and
remember password, file save
type and path, and alarm sound.

- Emap config

Electronic map configuration:
Place a camera on the electronic
map, you can quickly know the
location of what happened.

name

Explanation

Function tips

When the mouse stops on a function tab, this area will display the
description of the function in real time.

Table 1-1 Main interface introduction
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Chapter 2. Registration and login

2.1 Register as a super user

When logging in to VMS for the first time, please follow the system prompts to first set
the admin login password and secret security issues. The set login password is used to log
in to the system, and the password can be reset by answering the question when setting
the security question.

step 1: Double-clickmﬁ. The system displays the "Super User Settings" interface, as

shown in Figure 2-1-1.
Set the "Super User" password, the specific parameters are shown in Table 2-1.

Initialization b4

O

1.Password Setting
@ Please set admin password at first installation.
Password
Passwaord Strength
Confirm Password

[ auto Login After Registration

Figure 2-1-1 Super User Settings

parameter Explanation
The password can be set to8 Bit ~32 non-
password empty characters can be composed of

uppercase letters, lowercase letters,
numbers, and special characters.

password strength

Feedback the complexity of the password.
Red indicates that it is not complicated
enough and unsafe, and green indicates
that it has good complex security
performance. Please set a high security
password according to the password
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strength prompt.

Password Confirmation Keep it consistent with the password.

After the selection, the registration is
completed and the system automatically
logs in; otherwise, the system displays the
login interface.

Log in automatically after registration

Table 2-1 Initialization parameter description

Step 2: After setting the password, click Next. As shown in Figure 2-1-2.

Imitialization

— ()

1 Passwvwor d Setting 2 _Passwor d Protection

® Please set security questions.
Quesrtion 1 what is yvour nickname?

Smswer

Quesrtion 2 when is yvour father's birthday>

Smswer

Figure 2-1-2 Secret security issues

Step 3: Select a question, fill in the answer, and set a secret security question to reset the
password by answering the question when you forget the password.
Step 4: After setting, click Finish to save the configuration.

2.2 Login to VMS

1) After the device is initialized, please enter the account number and password to
log in to the VMS.

step 1: Double Click MY
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The system displays the login interface, as shown in Figure 2-2-1.

Account Login

& User name e

& Password

Account Login

[C] Remember Password [ Auto Login

Device Login

Forgot Password?

VMS Client

Figure 2-2-1 Account login
Step 2: Set the parameters. The detailed parameters are shown in Table 2-2-1.

Table 2-2-1 Login parameter description

Username i
Enter the username and corresponding

password.

Password

After selection, the system remembers
Remember Password the password, and remembers the last
login password when logging in again.

After selection, the password is
automatically remembered, and the
system is automatically logged in when
logging in again.

Auto Login

When vyou forget your password,
please reset the password by
Forgot Password? answering the secret security question.
For detailed operation, please refer to
"2.3 Reset Password"

Step 3: Click "Login".
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The system display interface is shown in Figure 2-2-2.

@ Video Management
| Software

09:19:28 2019-09-09 CPU NENRNINNIN]

D Strategy0 @ e ‘1 i % Stretch E' [I:l]

Alamm | & (x 5 204

Figure 2-2-2 System interface

(2) Log in to the VMS through the device.

step 1: Double Click A
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Step 2: After the system displays the login interface, click the "Device Login" option on the
left to switch to the device login interface, as shown in Figure 2-2-3.

Device Login

= Device IP/ID w

& Client port
Q

ch User name

& Password o

Device Login [] Remember Password

Figure 2-2-3 Device login interface

Account Login

VMS Client

Step 3: Set the parameters. The detailed parameters are shown in Table 2-2-2.

parameter Explanation

Device IP /1D Enter the IP / ID of the device
Client port Enter the port number
Username

Enter username and password
Password

After selecting this item, the system
remembers the password, and
remembers the last login password
when logging in again.

Remember Password

Table 2-2-2 Login parameters

Step 4: Click "Login" to log in. The system display interface is shown in Figure 2-2-4.
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@ Video Management
e | Software

09:23:25 2019-09-09 CPU NENNIERNRE]
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Figure 2-2-4 Device display interface

Description: For the introduction of the device login interface, please refer to
"Chapter 11 Device Login".

2.3 Reset password

When you forget your password, you can reset the password by answering the secret
security question.

step 1: Double click\is!. The system displays the login interface, as shown in Figure 2-

2-1 above.

(i) Password Reset >

(i) Please answer security guestions.
Question 1 wwhat is vyour nickmname?

Answer

Question 2 Wwhen is yvour father's birchday?

Answer

Step 2: Click Feraeteasswords  The gystem will display the secret security question
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interface, as shown in Figure 2-3-1.

Figure 2-3-1 Secret security issues

Step 3: To answer the secret security question, click "Next". The system displays the

@ Please reset admin password.

Password |

Password Strenath

Confirm Password

password reset interface, as shown in Figure 2-3-2.

Figure 2-3-2 Password reset

Step 4: Set the password. For detailed parameters, please refer to Table 2-3.

parameter Explanation

The password can be set to8 Bit ~32 non-
empty characters can be composed of
uppercase letters, lowercase letters,
numbers, and special characters.

password

Feedback the complexity of the password.
Red indicates that it is not complicated
password strength enough and unsafe, and green indicates
that it is complex and has good security
performance.

Password Confirmation Keep it consistent with the password.

Table 2-3 Reset password parameter description

Step 5 Click "Finish" to save the configuration.
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Chapter 3. Equipment management

VMS supports adding devices (such as IPC, NVR, etc.) through automatic search,
single or batch import. After the device is added, it supports remote configuration and
operation of the added device on the VMS.

3.1 Add device

VMS supports multiple ways to add devices. Please select the appropriate method to
add devices according to the number of added devices and network segments.

(1) Need to add devices in batches and the devices are on the same network segment, or
do not know the device IP Address, if you only know the network segment, it is
recommended to add it by searching for adding devices.

step 1: Click "B&", Go to the main menu. Click" Device Management "in the configuration

area on the homepage, the system displays the device management interface. As shown
in Figure 3-1-1.

BA-&X%

09:47:30 2019-09-09 CPU BINRRRINIA]

@ ;m :_Lnnmmnm

OoDEO

Figure 3-1-1 Device management interface

Step 2: Click "Auto Search" on the device management interface to enter the "Auto
Search" interface, as shown in Figure 3-1-2.
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total number: 47 select number: 0
o 5

1 16 GFAMGEFALEE  VALO20200413 I 2

2 PCAMERA 1921680126 9000 16 SCHI825C81-62 VAL0-20200413 B +2 0O
3 IPCAMERA 192.168.0.107 9000 1 56-74-95-56-74-95  V4.41.5.0_190326 L + 2 o
a IPCAMERS 1921680121 9000 1 P77D3677.7D35 V124560 191210 +2 O
5 1P CAMERA 1921680110 9000 16 OACECIOACECI VA.L0-20200316 +2 O
6 19 CAMERA 1921660117 | 9000 32 J-ABEF-IASEF  VE.L020200414 + 2 0O
7 1P CAMERA 192.168.0.151 9000 1 §7-88.C367-88.C3 V23152 200414 B + 2 o
8 1P CAMERA 1921680128 9000 1 578BAE6788AE V23152 200305 +2 O
° 1P CAMERA 1921680168 5000 1 678BBE78SBE V23145 150802 +2 O
10 1P CAMERA 1921660156 9000 1 7.886CE788C V23152200414 B +2 O
1 1P caMERA 192.168024 000 I 57888879888 V23152200414 +2 O
12 1P CAMERA 192.168.0.167 9000 1 57-88-99.67-88-93 V2.31.4.8_180928 + P (u]
13 1P CAMERA 192.166.0.100 9000 1 09-43-84-09-43-84  ¥4.2.3.6_171213 L] + 2 =]
1 1P CAMERA 192168084 9000 1 094340094340 V4.2.4.8_160306 +2 O
15 1P CaMERA 1921680100 9000 1 2943.8D0943-9D V4248 180305 +2 0O
16 1P CamERA 1921680153 9000 1 6BDSD36BOSDI V44150150226 +2 O
17 1P CAMERA 192.166.0.102 9000 1 FC-C7-57.FC-C7-57  V4.2.3.7_180119 + 2 a
18 1P CAMERA 192.166.0.104 9000 1 FCC7-39.FC-C7-39 VA237_180119 + 2 (u]
19 17 Camera 1921680109 8000 1 FCCTCRFCCICE | VA237 180118 + 2 O
20 1P CamERA 1921680216 9000 1 FCCTDIFCCIDI V4237 180119 +2 O
21 1P CAMERA 192.168.0.174 9000 1 FC-C7-98.FC-C7-98  V4.2.3.7_180119 + 2 o
22 1P CAMERA 192.168098 9000 1 FCCI9FCCII9 WA227_180119 +2 O
2 17 CameRa 1921680103 5000 1 FCC6SFFCOEEF VA237 180118 +2 O
2 1P CaMERA 192.168.0116 9000 1 FCCTECFCCTEC V4237 180119 +2 O
25 1P CAMERA 192.168.0.172 2000 1 FC-D9-68.FC-DI-6B  V4.2.3.7_180119 + @ o
26 1P CAMERA 192.168.0.106 9000 1 FCCETEFCCETE V4227 180119 +2 0O

Figure 3-1-2 Automatic search interface

Step 3: You can choose to add devices with four protocols. In the protocol type option, you
can add devices under the protocol with four different protocols: Private, HikVision, DaHua
and Onvif. Select the device to be added, click " * "Icon to add, you can also select one
or more devices, click" Add "in the lower right corner to add, the system pops up a prompt
box, as shown in Figure 3-1-3.

(i) Add Device >

user |

password |

Add

Figure 3-1-3 Add Device Interface

Step 4: Enter the "user" and "password" of the login device, and then click "Add" to
complete the add operation.

The system displays the list of added devices, as shown3-1-4As shown. The interface
can be operated, please refer to the table3-1.

Figure 3-1-4 Device list

icon Explanation

Click this icon to enter the "modify device
interface, which supports modifying device
2 information, including device name, login
type, IP /Domain name, protocol, port,
username and password.
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Click this icon to enter the "Device Remote

Configuration” interface, which supports
configuring the camera channel, recording,

Q o

network configuration, alarm events,

storage and system information of the

device.

o Click the icon to delete the device.

The display device is connected or

. .
with disconnected.

Export or import device information. For
awith specific operations, please refer to (3)
Import and Add Devices.

Table 3-1-1 Operation instructions
Description: After the device is added, the system continues to stay in the "Auto
Search" interface; you can continue to add devices. After the device is added, VMS Log
@ ;E:v:;:‘:““m.m

All equipment

a

0
D 1 192.168.1.100 192.168.1.100 NR308XB Private a 2000 8
0O 2 &6Rs NR308XB Private [] 2000 8 B g ome

Es
Y
Lo}
=]

into the device automatically. If the login is successful, the online status is displayed as 8

" Otherwise" ".
(2) Add device manually

When adding a single device and knowing the IP address or domain name of the
device, it is recommended to add the device manually.

Add Device

Device Name: |

Login Type: 1P

IF/ID: |

Protocol: Private

Media Port: |

User Name: |

Password: | e
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Figure 3-1-5 Add manually

step 1: Click on the "Device Management" interfaceThe system displays the "Add

Device" interface, as shown in Figure 3-1-5.

Step 2: Set the parameters. For detailed parameter descriptions, see Table 3-1-2.

parameter

Explanation

Device Name

The name of the device is recommended to
be named after the area monitored by the
device for easy maintenance.

Login Type

Choose how to add the device.

oolP - /Domain name: through the
devicelPAdd device by address or domain
name.

oP2PID: Add a device by its QR code.

IP/ID

When "Add Mode" is "IP /Domain name, you
need to set this parameter. The devices IP
Address or domain name.

When "Add Mode" is "P2PID", You need to
set this parameter. The device QR Code.

Protocol

protocol.

Media Port

When "Add Mode" is "IP /"'Domain name",
this parameter needs to be set. The port
number of the device, the default port
number is 9000, Please fill in according to
the situation.

Username

Username for logging in to the device.

Password

Password for logging in to the device.

Table 3-1-2 Manually add device parameters

Step 3: Click "Add" to complete the device addition. For the operations that can be

implemented on the interface, see Table 3-1-1.

Description: If you need to cancel adding devices, click "Cancel" to exit the "Manual Add"

interface.

After the device is added, VMS Log in to the device automatically.




@ Video Managemeant
bre() Software

All equipment

-

1 192.168.1.100 192.168.1.100 NR308XB Private 9000 8 s 4 o
2 6GR6 NR308XB Private 9000 8 B 2 am e

oo

If the login is successful, the online status is displayed as "*",

Otherwise, it is
(3) Import add device

If there are many devices that need to be added and are not in the same network
segment, it is recommended to organize the device information file (.xml Format), and then
add the device using the import method.

Description: If you need a device information file template, please obtain it through the

export function of the "Device Management" interface.

step 1: Click on the "Device Management" interface, A dialog box will pop up.

Step 2: Select and open the device information file saved locally.

Step 3: Click "Open". After importing the device successfully. The interface can be
operated, please refer to the above table3-1-1.

3.2 Modify device information

Add device information (username, password, IP /The domain name, etc.) is incorrect
or needs to be changed; the information is changed by modifying it.

Description: This chapter describes how to modify device information. For more device
configurations, please refer to "10 Device Configuration”.

Step 1: On the "Device Management" interface, click the "™ 43 system shows “Modify

Device", as shown in Figure 3-2-1.



IVSEC

INTELLIGENT VIDEO SECURITY

Modify Device

Device Name: ‘1?2.18.163.222

Login Type: |IP

IP: ‘1?2.18.163.222

Protocol: Private

Media Port: 9000

User Name: |admin

Password: sesssae

Login status: Device login successful

Figure 3-2-1 Modify device

Step 2: Modify device information, please refer to the table for detailed parameter
description3-1-2.

Step 3: Click "Modify" to save the configuration.
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4.1 Interface Introduction

Video Management . BA -8 %
Software

10:06:40 2019-09-09 CPU BRRIIIIIEE

172.18.1243

4 £ 21421068
0 IPC1_221.421068
 1PC2_221.421068
03 IPC3_221.4.21068
7} IPC4_221.421068
3} 1PC5_221.4.21068
& IPC6_2214210,68
7} PC7_221421068
7 1PC8_221.421068

£ 008

/
1/

Introduce the various parts and functions of the interface by area.
Figure 4-1 Preview

Select "Mainview" in the "Main Menu", the system will enter the preview interface, as
shown in Figure 4-1. See Table 4-1 for the function introduction of preview interface.

# | name Explanation

The default group, double-click to open the group, the group
contains the added device, Drag the device or channel or double-
1 | Device tree click the channel to open the channel preview; click the right
mouse button to select the main sub stream and switch all
channels.

Browse the video area, the number of windows supports multiple

ways to split.
2 Preview window | In the process of previewing video, it supports screenshots and
area videos, and supports operations such as round robin, voice

intercom, and electronic zoom. For detailed operation, please
refer to "4.2 Real-time preview ".

3 | Audio control area | Control sound and stop all windows.
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# | name Explanation
4 Round tour | When there is a round robin plan, you can quickly select the
selection area round robin plan in the area and start the round robin.
Stretch

: Adjust the screen display ratio

I'D'I .
c—: Full screen display

Video scale and
window number
setting area, view

- Adjust the number of windows

creation area & . When there are many access devices, and it is often

necessary to preview multiple fixed device monitoring screens at
the same time, the preview window that enables the multi-device
preview is saved as a view, and subsequent preview of the view
starts the multi-device preview in the view. The created view is
added to the view tab of the device list area, and it can be added
to the rotation training plan while saving the view.

: Click to enter the view tab, you can view the customized

) e view
6 | List switching area

. Click to enter the gimbal control tab to control the device
through the gimbal

Pictures automatically captured by the device will be displayed
in this area.

7 | Snapshot area

Table 4-1 Preview interface introduction

3.3 Search for devices by network segment

By setting a network segment, you can search all the devices in the network segment.

step 1: Click on the "Device Management" interface, click "Auto Search". The system pops
up the interface, as shown in Figure 3-1-2 above.

Step 2: CIickm, The system displays the "Search by segment" interface, as

shown in Figure 3-3-1.
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Start network segment: |

End network segment: |

Search

Figure 3-3-1 Network segment search

BA-&X

()| Yo Management
ey | Software

10:02:24 2019-09-00 CPU RANRRRRIRK

Auto Search

protocol type: Private total number: 17 select number: 0

U
1 1P CAMERA 172.18.1263 9988 1 00-23-63-41-12-01  V3.3L5.0_190226 B +¢ 0O
2 1P CAMERA 1721812220 9000 1 BC-S1FE-09-E1-05 V44150190618 B +¢ 0O
3 1P CAMERA 172.18.12.219 9000 8 §8-0C-23-7D-56-39  V6.1.0-20190904 + ¢ O
4 1P CAMERA 1721812216 9000 8 00-23-63-17-15-3F  V8.1.0-20190805 +¢ 0O
5 1P CAMERA 172.18.12.222 9000 4 68-82-86-40-4C-03  V6.1.0-20190904 + ¢ 0
6 1P CAMERA 172.18.12.143 9000 32 88-2E-32AD-33DB  V8.1.0-20190909 + ¢ O
7 IP CAMERA 172.18.12.103 9000 4 £8-80-34-4C-08-C8  V8.1.0-20190005 B + 0 (m]
1P CAMERA 172.18.12.140 9000 8 88-74-06-24-96-86  V8.1.0-20190905 + ¢ O
9 IP CAMERA 172.18.12.95 9000 4 00-1F-54-00-38-C9 00066 -] + 2 (u]
10 1P CAMERA 172.18.12.201 9000 1 00-23-63-24-39-87  V4.43.5.0_190621 + ¢ 0O
1 IPCAMERA ' 1721812138 9000 16 88-82-64-51-11-45  V8.1.0-20190724 B + ¢ O
12 1P CAMERA 172.18.12.124 9000 1 00-23-63-0C-64-14  V8.31.5.0_190906 +¢ 0O
13 1P CAMERA 172181217 9000 40 88-D7-21-2C-DA-02  V8.10-20190909 B + ¢ O
14 1P CAMERA 172181244 9988 1 00-23-63-64-24-38  V4.43.5.0_190621 +¢ 0O
15 1P CAMERA 172181266 9000 8 00-11-22-3A-0A-6F  V8.1.0-20190715 B + ¢ 0O
16 IP CAMERA 172.18.12.161 9000 20 88-74-05-51-05-63  V8.1.0-20190802 + 7 o
17 1P CAMERA 172181229 9000 20 88-20-70-91-07-19 V8.10-20190302 B +¢ 0O

ZReED

Step 3: Fill in the network segment according to actual needs, click "Search" to start
searching. The search results are shown in Figure 3-3-2.

Figure 3-3-2 Search results

3.4 Search for other protocol devices

By modifying the device Protocol, you can search for devices with different protocols.

step 1: On the Device Management interface, click Auto Search. The system pops up the
interface, as shown in Figure 3-4-1 below.
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Video Managament
tware

Auto Search

e [iscn | oner | toaf rumber: 74 sfect b 0

u) el
7 IP CAMERA 17218111222 9000 1 00-7C-00-00-00-80 V2.31.4.8_180811 B + 2 o
8 IP CAMERA 172.18.13.139 9000 16 00-11-22-4F-A7-45  V8.1.0-20190805 + 0 o
9 1721813137 9000 4 80-82-48-13-18-5F  VB.1.0-20190904 + 2 o
IP CAMERA
10 1721816481 9000 64 86-0F-40-6C-00-A8  VE.L0-20100004 B + 2 [u]
IP CAMERA
1 172.18.12.21 9000 32 $8.DC-11-9D-09-88  V8.1.0-20190905 + 2 o
12 D=0 172.18.1243 5000 16 00-11-22-10-82-DF  V8.1.0-20190715 B + 2 o
12 IP CAMERA 1721812216 9000 8 00-23-63-17-15-3F  V8.1.0-20190805 + 2 [u]
14 1P CAMERA 1721812222 8000 4 8882 88-4A-4C03  VB.1.0-20180204 + 2 o
7 9000 -8D-16-77-DD- 0 +
15 1P CAMERA 172.18.12.103 16 88-8D-16-77-DD-6D  VE.L0-20190905 B I'd o
16 172181295 9000 3z 88-0C-23-50-E0-C7  VB.L0-20190905 B + 2 o
1P CAMERA
17 172.18.12.219 9000 32 88-61-4C-4E-88-10 V8.1.0-20190%04 + 2 [m}
18 DEEER 172.1816.106 5000 8 00-23.63-74-81.00 V8.1.0-20130902 B + 2 [m]
19 IP CAMERA ' 172.18.12.160 9000 10 88-18-32-88-DC-A1  VB.1.0-20190306 + 2 a
20 IP CAMERA 172.18.200.169 9000 1 00-1F-54-00-DA-B3 ~ V4.41.5.0_190618 + 2 o
2 172.18.163.161 1 00-1F-54-00-DA-65  V4.41.5.0_190618 +
1P CAMERA 9000 . [4 =]
22 172.18.186.198 9000 1 00-1F-54-00-DA-D  V4.41.4.8_180921 + 2 o
1P CAMERA
23 172.18.12.64 9000 4 00-11-22-32-23-D2 00007 + 2 o
24 P CAMERA 1721813192 5000 1 00-23-63-3C-4A-26  V10.35.5.0_190826 + 2 [u]
25 [P CAMERA 172.18.14.227 9000 1 12-44-63-77-34-99  V10.35.5.0_190904 + 2 o
26 1P CAMERA 172.18.166.62 9000 1 00-11-22-33-44-62  V4.43.5.1_190306 + 2 a

Figure 3-4-1 Search interface

Step 2:inProtecel type: | Private In the drop-down box, select another protocol

and click "search". The system displays the search results, as shown in Figure 3-4-2

00 Management

Software

Auto Search

Prossecityoe -aavisn e —

O
1 Devicel3 192.168.1.64 8000 0 - (m]
2 Devicel2 172.18.23.229 8000 1 - (m]
3 Devicel1 172.18.182.100 8000 0 - o

Figure 3-4-2 Search results

Step 3: Add the required equipment. For the operation method, please refer to "3.1 Adding
Equipment".



3.5 Delete device

If the added device no longer needs to be managed, delete the device. The deletion
device supports single deletion and batch deletion.

(1) Delete a single device

step 1: In the "Device Management" interface, click the "behind the device that needs

to be deleted" in the list m

The system displays a prompt box, as shown in the figure3-5-1 As shown.

Delete the selected device?

Figure 3-5-1 Delete device
Step 2: Click "Yes" to delete the device.
Click "No" to cancel the operation.
(2) batch deletion

step 1: On the Device Management interface, select the check box in front of the
device to be deleted.

Step 2: Click on the upper right corner " o ", The system pops up a prompt box, as

shown in Figure 3-4 above.
Step 3: Click "Yes" to delete the selected device.

Click "No" to cancel the operation.
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Chapter 4. Preview

After adding the device, enter the preview interface to view the video in real time.

4.1 Real-time preview

Real-time view camera to collect video data, in the process support local video
recording, picture capture, voice intercom, electronic zoom and other operations.

(1) Open preview
Support the following ways to open the preview:

noSelect the preview window and double-click the device to be previewed in the device
list area.

ooDrag the device to be previewed in the device list to the preview window.

noRight-click on the device group selection ©pen all ch you can open the preview
window of the device channel with one click.

Note: If you turn on the view preview, you can also turn on the preview of all cameras in
the view.

The preview interface is shown in Figure 4-1-1 below

Figure 4-1-1 Preview interface

Click the "+" in the preview list above to add multiple preview interfaces, up to four
preview interfaces can be set, the user can add different devices to different preview
interfaces, which can better achieve the monitoring effect.



EEEEEEEEEEEEEEEEEEEEEEEE

(2) Preview operation

See Table 4-2 for the operations supported in preview state.

task Explanation operating

Select the video window with preview

turned on, click inside the window\==aOr

right click to select 3«  Start record

Manual recording | Start recording video, click againEOr

Manual recording
saved to local

right click to select E" Stop record

Close the recorded video.

Description: You can set the storage path
of the recording in the configuration area>
"System Config".

Select the video window with preview

turned on, click inside the windowOr

Grab a picture | right click to select (e  Capture

Manual capture

manually can manually capture pictures.
Description: You can set the save path of
the picture in the configuration area>
"System Config".
Select the video window with preview
0
turned on, click inside the windowOr
0
right click to select & Starttalkgy
Support and
i bP . the device channel voice intercom, click
Device channel | access device
voice intercom channel voice again Or right click to select
intercom

nOn stoptak Eng the device channel

intercom.

Description: Intercom can be conducted
between the client and the IPC connected
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to the device channel.

Electronic zoom

Enlarge the
selected area
video

Select the video window with preview

turned on, click inside the window@, Click

the left mouse button in the preview screen
frame and move to select the area to be
enlarged, you can zoom in multiple times,

click againmElectronic zoom can be

turned off.

Close a
window

single

Close a channel
window

Right-click on the window to close

O Stop preview

Close all channel

Right-click on the device group and select

Close all windows | windows of the | Close allch To close all channels
entire device
of the device
Select the previewed video window, right
click to select
I'n'l ” i
. _ H Fullscreen Then  double-click to
Specify the window

Full screen mode

to enter full screen

open the full-screen window, or double-
click to open the full-screen window, and

| i |
then right-click to selectt™s  Fullscreen

You can enter full-screen mode.

Adjust window

ratio

Adjust the screen
display scale.

Set selection in the lower right corner of the

Stretch

video window Adjust the

window scale.

Select the number
of windows

Select the number
of windows
displayed on a
page

Set selection in the lower right corner of the

video window Ea' Number of selection

windows

Picture adjustment

Support to adjust
the brightness,
contrast,

saturation and hue

1. Select the previewed video window, right

Video setting

click to select @
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to make the
preview effect of
the client better,
but without
changing the
image parameters
of the device and

2. The system pops up the "Video setting"
dialog box.

3. In the "Color" section, adjust the screen

according to the actual situation.

Adjust the color in Change name.

changing the

name.

This option is only

available for

fisheye  devices. | Select the video window with preview
Different turned on,

Fisheye view g}stallatlon f:r;si;: Right click to select @ Fisheve ,
mode correspond to | Selectthe required view mode according to
different view | the actual situation.
modes. View | For details, please see "Chapter Twelve

modes included in | Fisheye view mode ".
different
installation modes.
This option is only
available for
fisheye  devices.
Choose the
installation mode . ) ) )
) Select the previewed video window, right
according to the
device installation. | click to select @ Fisheve  can enter
Fisheye Fisheye fisheye mode operation

installation mode

installation modes

include > (Top

loading), C]] (wall
£

(Ground mounted)

mounted),

Choose the installation mode according to
the device installation.
For details, please see "Chapter Twelve
Fisheye view mode ".

Move to the
previous channel
window

When there is a
multi-page channel
window  display,
move to the
previous channel
window display

When there are multiple pages of channel
windows displayed, right-click in any

“— Last screen
window to select :
The interface display will move to the
previous page window display
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Move to the next
channel window

When there is a
multi-page channel
window  display,
move to the next
page channel
window display

When there are multiple pages of channel
windows displayed, right-click in any
. —  Next screen
window to select ,
The interface display will move to the next

page window display

Switch channel
code stream type

Supported stream
types include
mainstream, sub
stream and mobile
phone stream.

Right-click on the device channel to select
the device to switch the stream and select
the stream type according to actual needs.

Switch channel
main and sub
stream

Can switch the
mainstream or sub
stream or mobile
phone stream of a

Right click on the channel in the device list

Set substream

Camera

EI0 Set mobile-stream

on the left to select

Set mainstream, set substream, set mobile
stream can switch a channel of the device

channel of the
device to the mainstream or substream graph
display.
Select a device in the device group
Support stream
One-click switch of PP , ool
types include | ==

device so channel
code stream type

mainstream or sub
stream

Remote playback
Start talk

Synchronous device channel name

, You can switch all
channels of the device with one key, you
need to select the stream type.

Remote playback

Support the device
in the preview
interface to jump to
the remote
playback interface
to playback the
device video

Select a device in the device group

Set all ch mainstream

Set all ch substream

open all ch
Close all ch

Start talk

Synchronous device channel name

To jump Go to the remote

playback interface to playback the device's
video.
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Select a device in the device group

Set all ch mainstream
Set all ch substream

Open all ch

. . Support and | ceseara
1 | Device voice .
) access equipment
9 | intercom voice intercom synehronous deviee chamnel name ) @ViCE intercom
Description: Intercom can be conducted
between the client and the device.
Select a device in the device group
Set all ch mainstream
Set all ch substream
Support t0 | cosie
) Synchronization synchronize  the | s
0 device  channel | name of device Just  Synchronised
name channel device channel modified name

modification Note: After the device channel name

changes, click this item to display the
changed device channel name

Table 4-2 Preview operation

(3) Adjust the number of monitoring windows

Click in the window number setting areaEa "To adjust the number of view windows. As

shown in Figure 4-2-2.

H B B

9 10

H = B

16 17

B
25 32 64 128

Stretch HH v [l:l:



IVSEC

INTELLIGENT VIDEO SECURITY

Figure 4-2-2 Number of view windows

The number of monitoring windows can display up to 128 channels simultaneously

Edit can manually divide the monitoring area, as shown below
(D Edit custom segmentation x

e ] o)
1

Split name

: 33 | eroe Junmeroe

Click Add to add a custom channel display box group name. Up to 5 groups can
be set. Each group can best understand 8 * 864 channels, and you can talk about
several boxes in series. A large frame shows that unmerge can cancel the previously
added large frame.

(4) save view save the current preview interface group

::

Click in the lower right corner = save view can save the current preview view box, as
shown in the figure below
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This function can save the monitoring channel that the user pays attention to. Next click
directly on the preview interface group. The picture above shows the preview interface
group "1". After clicking, the nine channels of the preview interface group "1" will pop up
directly, which is convenient for users to observe.

In addition to the above method for adding a preview device group, the user can also right-
click the group, select New Group, or add a preview interface group, as shown in the
following figure
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@ Voo hnagemen @

Qx O swaeoro

For the saved preview interface group, users can also modify the name or increase or
decrease the channel, right-click the preview interface group "1", select Alter to enter the
modification settings page, as shown in the figure below
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4 root |

4 = N Task Name: |1 Bﬂ'
Camera

B CH8

CH8

CH8
Camera
Camera

44444544444; Channel Name:CHS; Channel Name:CH20;
Camera Stream Type: Sub Stream; Stream Type: Sub Stream; Stream Type: Sub Stream;
CH19
CH20
Camera
CH23
CH31
CH24
Camera
Camera
Camera

Channel Name:CH11; Channel Name:Camera; Channel Name:CH4;

Stream Type: Sub Si ; Stream Type: Sub Stream; Stream Type: Sub Stream;
Camera

b CH20
CH26
& Camera
-+ CH4
t Camera
b CH4
b Camera
% CH11
t Camera
& Camera
b CH11
t Camera
t Camera
Camera

Channel Name:Camera; Channel Nam Channel Name:Camera;
Stream Type: Sub Stream; Stream Type: Sub P Stream Ty Sub Stream;

The user can drag the device channel into the channel box on the left, the You

can set the number of channels. Task Name changes the name of the preview interface
group. After the modification is completed, click save to take effect
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Chapter 5. Round robin plan

By configuring the round robin plan, the round robin of each window is realized.

5.1 Configure round robin plan

step 1: Select "Cruise Setting" in the "Main Menu", the system will enter the round robin
setting interface, as shown in Figure 5-1-1. The system will create a round robin plan
named "Strategy0" by default. If you need to modify the round robin plan name, you can

click & Enter the modify name mode.
Video Management & =]

Figure 5-1-1 Round robin plan

Step 2: Configure task information. (Support configuration multitasking)

(1) ClickTThe system displays the "Add Task" interface, as shown in Figure 5-1-2.

(2) Set "Task Name" and "Task Time” and choose according to the actual situationtH *

D Add Task >

root
Task Name: | Task time: |10 -

Cancel Save

Number of round robin windows.
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Figure 5-1-2 Adding tasks for the round tour plan

(3) Drag the channels of the device into the video window in the required order. The
interface after the video channel is bound, as shown in Figure 5-1-3.

o, Add Task *
- root
- 221.4.210. Task Name: |4windows Task time: [10 5 -
IPC1_21.4.210.6:
IPC2_21.4.210.6:
IPC3_21.4.210.6:
1PC4_21.4.210.6:
IPC5_21.4.210.6!
1PC6_21.4.210.6:
IPC7_21.4.210.6: Unbound
1IPC8_21.4.210.6/

Channel Name:IPC2_221.4.210.68;
Stream Type: Sub Stream;

ez222

Channel Name:IPC8_221.4.210.68;

Stream Type: Sub Stream;

Channel Name:IPC5_221.4.210.68;
Stream Type: Sub Stream;

Channel Name:IPC4_221.4.210.68;

Unbound Stream Type: Sub Stream;

[ seve |
Figure 5-1-3 Channel binding

(4) Click “Save” to complete the setting of the tour plan, as shown in Figure 5-1-4.

N L ——— T HA - & x
becd) Software : E

10:15:10 2019-09-09 CPU NERSRERIES

Al

Strategy0

Figure 5-1-4 The round plan setting is completed

5.2 Starting round robin

step 1: Select "Main Window" in the "Main Menu", the system displays the preview
interface.
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Step 2: Select the round robin plan at the bottom of the interface, such as Strateave

Step 3: Click X To start the rotation training program.
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Chapter 6. Remote playback

6.1 Introduction to remote playback

Qe o [l = S8-ex

10:42:57 2019-09-09 CPU RERRRRNNNN

= root
12.18.124

+ [ 2142106 ~
C™ 1pc1_221.4.210.68 \l
G 1pc2_221.4.210.68
7 IpC3_221.4.210.68
G 1pC4_221.4.210.68
G 1pC5_221.4.210.68
[ IPC6_221.4.210.68 —

0% IPC7_221.4.210.68 ==

(7 Ipcs_221.4210.68

N

/3

<Sep.> a9 [

2 3 4 5 6

3“10 12 B M

5 18 17 18 19 20 2

2B U B K B
% W 1 Window 01
Window 02
ETnEnT “ Window 03

Aanm Lk x 5}

You can play back and export device videos and device pictures. Select "Remote
Playback" in the "Main Menu", the system enters the playback interface, as shown in Figure
6-1, and the interface functions are described in Table 6-1.

Figure 6-1 Playback

# Features | Explanation operating

The device group
shows the

Device tree | 9rouping and
channels of the

N

device. Please
refer to "8 System
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Configuration" for
the setting of
"Default Device
Group"
Features Explanation operating
Select the video window of the opened
Screensh | video, click@or right click to select
ot
[ captre Snap a single picture.
Electroni | Select the video window of the opened
c zoom video, clicklel.
Select the video window with playback
started, click &
Stop play
Or right click to select
| Playback | Video  playback L stopPlay,
window display area
Select the video window with playback
Video started, click®10r right click to select
8. Start record
Select the video window with playback
Open started, click Oor right mouse button
fisheye to select @X Fisheye (Only for
devices that support fisheye mode.)
full- s
Click=.Or right mouse button to select
screen
display o Fullscreen
Set In the "Device" tab, after selecting the
device device or view, select query video or
video picture, and then select a day of the
query date, if there is a video on that day,
Query time Playback video or | congition | there is a subscript in the lower right
picture query time | g corner of the date, and then
Seath Cofg Set the capture
Set
device t.ype, code stream, startl time and end
picture time, whether to play simultaneously,
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query then click "Search"
condition ,
s « Snapshot types include all

snapshots, normal snapshots, | /
O detection snapshots, motion
detection  snapshots, alarm
snapshots, smart snhapshots,
pedestrian detection snapshots,
and manual snapshots.

« The code stream includes the
main code stream and the sub
code stream.

o« The interval between the start
time and the end time must be
within one day.

Time

Display  existing

+: The precision of the playback progress bar
becomes higher.—: The accuracy of the playback

recording progress bar becomes lower.
progress box | )
information
». You can move the progress bar display area.
Features Explanation operating
Export device
video
Cut and | Cut or export ) )
. See 6.3 Export device video
export videos as needed ,
Cut device
video
@ Playback the video of all channels.
> Start playback video.
<K Rewind the video.
Control the way
Playback . .
6 and sound of video | [I[] Pause the playback video.
control bar
playback
(] Stop playback of video.
] Single frame forward playback video.
) Fast forward playback video.
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> Slow playback playback video.

Select the desired video

- window display mode
Window Set video window and number.
control display mode

e Video  window  full

on=, Fullscreen )
screen display mode.

En Enter the video
a playback interface

Switch between

8| Switch video and picture Enter the picture
playback @. playback interface, see
6.4 Playback device

pictures

Table 6-1 Function introduction of playback interface

6.2 Playback device video

Prerequisites:
There is a device recording.

Steps:

step 1: Select in the "Remote Playback" interfacembookmark.

Step 2: Select the device channel in the "Device Group".

Step 3: Set video query conditions, in ZEELSALL

Settings.
1. Select the recording type and stream and select the time.

2. Click "Search", the system displays the recording information in the time progress
box.

Step 4: Select the window with video and click(>, The video starts to play back. As shown
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in Figure 6-2.

Figure 6-2 Playback video

Description: The remote video playback mode defaults to asynchronous
playback. If you need to enable synchronous playback, click

EEEEL ST “Enter the setting interface, as shown in Figure 6-2-1.

(@ MainStream () SubStream
File Type

B Al

I_ MNormal
B o

I_ Motion
. Alarm

. Intelligent
B rIr

I_ Manual
M so

Start Time 00:00

<>

End Time 23:59

Synchronous Playback

Figure 6-2-1 Playback settings

Then Synchronous Playback Set to open, then remote video playback will

switch to synchronous playback mode.

6.3 Export device video

Prerequisites:
There is a device recording.

(1) Custom cut download:

step 1: Select in the "Remote Playback" interfacembookmark.
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Step 2: Select the device channel in the "Device Group".

Step 3:in ~=2"h Confio Set video query conditions.

1. Select the recording type and stream and set the time.

2. Click "Search", the system displays the recording information in the time progress
box.

step4: Select the window where the video exists, clickl>. The video starts playback.

Step 5: CIickE?J, Select a video in the time progress box according to actual needs, and

1]
then click LH To confirm exporting the video. The system will pop up, as shown in Figure
Download record file

start time: 2019-07-11 03:28:16

end time: 2019-07-11 O05:57:14
wWindow 1

1 1 D%
Select size: Q.84
Disk Free size: 329.5640
Dowload directory: |C:,-’Users,.-"Administratc:r,.-"'-.-’MS,.-"videc: —

6-3-1.

Figure 6-3-1 Export settings



IVSEC

INTELLIGENT VIDEO SECURITY

Step 6: Select the export path. And click "download”, the system pops up "export progress”,

Download record file

start time: 2019-07-11 02:55:10
end time: 2019-07-11 03:26:53
Window 1
- - | 26%
Select size: 2.01G

Disk Free size: 3I9.630G

Drowload directory: | C:/Users/administrator/Desktop

as shown in Figure 6-3-2.
Figure 6-3-2 Export progress

Step 7: Close the window after the export is complete.
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(2) Download by device file time:

step 1: Select in the "Remote Playback" interfaceEon.bookmark.

Step 2: Select the device channel in the "Device Group".

Step 3:in =" config Set video query conditions.

1. Select the recording type and stream and set the time.

2. Click "Search", the system displays the recording information in the time progress
box.

step4: Select the window where the video exists, Click on the playback control

toolbar & , Pop up all the video clips of the channel that day. As shown in Figure 6-3-3.

Download record file

IPC1_MNS33Z16MN

:I [ |
Oz 38:1096?5'624 58:1;‘;:05624 150.39M Mo download
a= 38:1095?5'624 58:1196?475—24 S53.53M Mo download
O = 38:1190'?475'24 58:1197‘:037';24 253.72M Mo download
O a gg}f;?;';?“ 58:129‘;:057‘24 253 .64M No downlaoad
O s 33:1295:0177-24 58:139;:[’5;24 253 45M No downlaoad
Os 2ol o= 2olzar-=e 253.82M Mo download
i ao1osor-=s 2ol= 0y = 253.87M Mo download
Os 2ors oy = 2olsor o= 253.45M Mo download
Oe 2o1s 0 = 2ol=%5= 253.41M Mo download
O 10 2ors 5y 2915072 253.00M Mo download
O 11 291 oy =2 291 a7 = 253.84M Mo download
Oz 32:1191’?372’24 32:1195;9175;24 253.59M ro download
O 1= 32:1195;?175;24 32:1295’907524 253.92M ro download
o 1s 39150724 397507724 sasssm o downioad |
= 2019-07-24 2019-07-28 | oo e e E |
Select size: o
Disk Free size: 553G
Dowload directory: |C:_,-’Users_,-’Adrn|ni5tratorNMvaideo —

Figure 6-3-3 View video clips

Step 5: Tick the time period video to be downloaded and select the export path. And click
"download", the system pops up "export progress", as shown in Figure 6-3-4.

Download record file

IPC1_MN5316N

[
2019-07-24  2019-07-24
O1 00:00:00 00:04:00 150.39M No download
2019-07-24  2019-07-24
.04 .10 . m 17%
2 00:04:00 00:10:45 it
2019-07-24  2019-07-24 Waiting for
3 00:10:45 00:17:31 mdiein download
2019-07-24  2019-07-24 Waiting for
4 00:17:31 00:24:17 Ll download
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Figure 6-3-4 Export progress

6.4 Play back device pictures

Prerequisites:
There is a device recording.

Steps:

step 1: Select in the "Remote Playback" interface@bookmark.

Step 2: Select the device channel in the "Device Group".

Step 3:in > o L v . image query conditions.

1. Select the picture type and code stream and set the time.

2. Click "Search", the system displays the picture information on the right side of the
"device group", as shown in Figure 6-4-1.

Figure 6-4-1 Device picture

Step 4: Play back pictures.

Click!< < |1 /2 » >l You can switch pages.

6.5 Export device pictures

On the playback device picture interface, click on the bottom right corner of the image to

Capture :H:

C: U )sers/Aadministrator/™
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be exportedn, the system displays a prompt box for successful export, as shown in

Figure 6-5.
Figure 6-5 Export device pictures

Description: Picture save path can be set in "System Config" in the main menu.
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Chapter 7. Log query

You can query and export logs of clients and devices.

7.1 Query client logs

step 1: Select "Log Search" in the main menu, the system displays the log interface.

Step 2: select™=8 . The system displays the local "client" log interface (Local Log).

Step 3: Set "User", "Time", "Log Type" and "Device" according to actual needs. localClient
logs include alarm logs, system logs and operation logs.

BA-&@x

Video Mat it
C) somware e

11:08:51 2019-09-09 CPU masssnnssyl

User Name: Al Start Time: 2019/09/09 00:00:00
Log Type: Alarm Log End Time: 2019/09/09 23:59:59 =
o === ==
Ch |42 root =
12.18.124
—_— Motion Detection  2019-09-09
y A 1 2142106 1PC2_221.4.210.68 oo R Motion detection alarm
7 2 1PC1_21.4.2106 2 2142106 G214 210,68 Ao Deadion = 2019-09.09 Motion detection alarm
= wca 2142106 3 21.4.210.6 1PC5_221.4.210.68 /OB tion Al 20‘19:09'09 o )
g i i 4,210, _221.4.210.68 1/0 Exception Alarm 17’0008 /0 exception alarm
v 1PC4_21.4.210.6 4 21.4.2106 1PC4_221.4.210.68 1/0 Exception Alarm %g‘ogso(?eog 1/0 exception alarm
W5 IPCS 2142106 5 2142106 1PC8_221.4.210.68 1/0 Exception Alarm 20 102009 1/0 exception alarm
vl 1PC6_21.4.210.6 20‘)9-'09 09
% 1PC7_21.4.210.6 6 2142106 1PC4_221.4.210.68 1/0 Exception Alarm 2005 1/0 exception alarm
¥ 1pC8_21.4.2106 7 2142106 1PCS_221.4.210.68 1/0 Exception Alarm 29 o205 0° 1/0 exception alarm
N 19-00-
8 2142106 1PCS_221.4.210.68 FO Alarm e 7 Alarm
Motion Detection 2019-09-09
9 2142106 1PC4_221.4.210.68 Hooo" 218 0 Motion detection alarm
10 2142106 1PC2_221.4.210.68 hiopon Detection 20190909 Motion detection alarm
1 2142106 1PC7_221.4.210.68 PIR Alarm e PIR Alarm
Motion Detection  2019-09-09
12 21.4.210.6 1PC5_221.4.210.68 Alam 11:07:41 Motion detection alarm
13 21.4.2106 1PC7_221.4.210.68 Sound Alarm %?‘097039209 Sound Alarm
14 2142106 1PC7_221.4.210.68 PIR Alarm f?_‘gﬁ;’é” PIR Alarm
15 2142106 1PC8_221.4.210.68 :‘;‘r’:‘" Dataction, ﬁ‘x;;?;;og Motion detection alarm
16 2142106 1PC7_221.4.210.68 PIR Alam ﬁ}:f}g{;oe PIR Alam
> Motion Detection  2019-09-09
17 2142106 1PC8_221.4.210.68 hooor 2150 Motion detection alarm
18 2142106 1PC5_221.4.210.68 1/0 Exception Alam 29120509 1/0 exception alarm
Motion Detection 2019-09-09
19 2142106 1pC7_221.4.210.68 0" 209 Motion detection alarm
20 2142106 1PC7_221.4.210.68 Sound Alarm e Sound Alarm
21 2142106 IPCA 2211421008 oo Detection 2019 09-02 Motion detection alarm
2 2142106 1PC8_221.4.210.68 1/0 Exception Alarm 29150509 1/0 exception alarm
23 21.42106. 1PC4 221.4.210.68 1/0 Exceotion Alam 2919:09:09 1/0 exceotion alarm E

Total 757 Items 1 126 > )l

Step 4: Click "Search" to start the query. The system displays the client log query results,
as shown in Figure 7-1.

Figure 7-1 Local client log query results

Description: After the log query is successful, you can click "Backup" to export the client
log information.

7.2 Query remote device logs

step 1: Select "Log Search" in the main menu, the system displays the log interface.

Step 2: select . The system displays the remote “device” log interface (Remote Log).
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Step 3: Set"Time", "Log Type" and "Device" according to actual needs. Device logs include
system logs, configuration logs, alarm logs, user logs, video logs, data logs, network logs,
and smart logs.

Step 4: Click "Search “Start querying. The system displays the device log query results,
as shown in Figure 7-2.

Video Management
Software
11:09:38 2019-09-09 CPU EAINIITA
Start Time: 2019/09/09 00:00:00 &
Log Type: Al End Time: 2019/09/09 23:59:59 =

22142106
& NR308XC 1 22142106 CH2 Alarm Log f?lgg'o;log Video Loss Begin
— 2 2142106 o8 Alarm Log el Motion Begin
= 2019-09-09
3 2142106 o Aam Log 20100 PIR Start
4 2142108 e Aam Log Gl Motion End
= . 2019-09-09
5 22142106 o Alam Log 210 PIREnd
6 22142106 cH8 Alarm Log 2019-09-09 Motion End
11:09:04
7 221.4.210.6 CH? Alarm Log 11:08:49 SD Start
2019-09-09
8 22142106 o Alarm Log e Motion End
9 221.4.2106 CH2 Alarm Log f?:‘:s'?fs'ng Video Loss Begin
10 22142106 o Alarm Log o Motion Begin
2019-09-09
11 221.4.2106 CH2 Alarm Log 11:08:08 Motion End
12 22142106 o2 Alarm Log f‘]’_‘o"éﬁ” Video Loss Begin
13 22142106 cHe Alarm Log 21000 Motion Begin
2019-09-09
4 2142106 aHs Alarm Log e £ Alarm End
15 22142106 2 Alarm Log 2019-09-09 Motion Begin
16 221.4.2106 CH1 Alarm Log Video Loss Begin
7 2142106 s Alam Log Motion End
18 22142106 o Alarm Log SDEnd
19 22142106 ai Alam Log 200 Video Loss Begin
2019-09-09
20 221.4.2106 CH? Alarm Log 11:07:30 PIR Start
2 2142106 ais Alarm Log b Motion Begin
2 22142106 o Aarm Log i Video Loss Begin
23 2142106 ais Face Recoonition 1201209091 _ __ gpranger K

Total 2320 Items 1 783

Description: After the log query is successful, you can click "Backup" to export the remote
device log information.

Figure 7-2 Remote device log query results
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Chapter 8. System Configuration

You can set the system parameters of the software, which can be divided into general
settings and file configuration.

step 1: Select "System Config" in the main menu to display the system configuration

(@) Yiso Managomont 5, T
bre() Software 2 E
11:10:34 2019-09-09 CPU

Language: English

Keep System Logs for: One week

Enable Auto-login

7| Resume Live View Status

Configure some general parameters.

(e.g. view scale, language selection, etc.)

REmY & Ox 7
interface, as shown in Figure 8-1.

Figure 8-1 System configuration

Step 2: Configure system parameters. For specific parameter descriptions, see Table 8-1.

parameter Explanation

Language Support English

System log storage time:
« One week

General Keep System Logs for
« Half of month

« A month

Enable Auto-Login Whether to enable automatic login
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Resume Live View
Status

Whether to view the status in real time

Enable Sync to device
channel name

Whether to synchronize to the device
channel

parameter Explanation
File save type, including the following
options:
File type . ff
« AVI
e« mp4
The maximum file size includes the
following options:
« 1G
Max File Size
x File Siz . 96
« 3G
File Config . 4G

Alarm when disk space
islessthan __ MB

Set a value, when the disk space is
lower than this value, the system issues
a warning. To check and set the value.

Path of Saved Pictures

Set the save path of the local image file.

Path of Saved Videos

Set the save path of the local video file.

Alarm Input

Alarm sound path

Video Exception

Video abnormal sound path

Motion Detection

Motion detection sound path
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Table 8-1 Configuration parameters

Step 3: Click "Save" to complete the system configuration.
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Chapter 9. Account management

You can add, delete and modify permissions in the account management.

9.1 Add User

step 1: Select "Account Management" in the main menu to enter the account management
interface, the system displays the interface, as shown in Figure 9-1-1.

)| Video Management
Yol

1 admin admin s o

Figure 9-1-1 Account management interface

Step 2: Click """Add a user, the system pops up a dialog box as shown in Figure 9-1-

2. For parameter descriptions, see Table 9-1-1.

Video Management

) Software

.
1 admin admin ‘e =]
@ Add User X
Role perator
User Name
Password

Confirm Password

Base Rights
7| Select All

7 Log 7| Face 7| Alarm config Management

7 E-map Management (7| Device Management [/ Human and Vehicle Management

Channel Rights Channels

Live View 4 B root
PTZ Control @ N
Capture
Record v IPCI_N
Playback vl Camera
Download Record 7] & CHB
Local Record Schedule
v H
LocalPlayBack o
9 & IPCS_N,
V] & Camera
v & Camera

s |

(o §—oc
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Figure 9-1-2 Add User

parameter Explanation

The name used to uniquely identify the user.

Username It cannot be the same as an existing
username.

Password The user's password and confirmation
password. "Confirm Password" must be the

Confirm Password same as "Password".

Based on demandSet basic user
permissions, which are:

Log Management: log management

Face Management: face search
management

Alarm  Config = Management:  Alarm

Base Rights ) .
configuration management

E-map Management: electronic map
management
Device Management: Device management

Human and Vehicle @ Management:
Pedestrian management

Table 9-1-1 Add user parameters

Step 3: Set the channel permissions according to actual needs. For each permission,
select the device channel on the right. For specific parameters, see Table 9-1-2.

parameter Explanation
Live View Live preview

PTZ Control PTZ control
Capture Screenshot
Record Video

Playback Remote playback




IVSEC

INTELLIGENT VIDEO SECURITY

Download Record Download video
Local Record Schedule Local Video Project
LocalPlayBack Local playback

Table 9-1-2 Channel permissions

Step 4: After the setting is completed (click default to restore the default permissions), click
"OK" to save the user and complete the addition.

Description: admin has all permissions and cannot be modified and deleted. The added
users can modify user permissions or delete users.

9.2 Modify user

step 1: After the user who needs to modify, click " ", The interface shown in Figure 9-2

pops up.
@ Add User X
Role operator
User Name userl
Password eccccsse
[=——il
Confirm Password eeeececse
Base Rights
V! Select All
V| Log Management /| Face Management /l:Alarm config Managementi

V| E-map Management V| Device Management |v! Human and Vehicle Management

Channel Rights Channels =
Live View 4 root el
PTZ Control 4 [ & CH4

Capture

Record W 5¥ Camera

Playback a [V N5

Download Record

v IPC1_N
Local Record Schedule 7 Camera
LocalPlayBack 2
v CHS8
v CHS8
V| & IPC5_N
2L Camaoes.

Figure 9-2 Modify user
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Step 2: Modify user permissions, usernames, and passwords according to actual needs.

Step 3: After setting, click "OK" to save.

9.3 Delete user

After the user who needs to modify, click 0 ", A confirmation dialog pops up, click" OK

". You can also check the check boxes of multiple users that need to be deleted, and then

click" "in the upper right corner of the interfacen"delete.
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Chapter 10. Digital map

Through the electronic map, you can intuitively understand the location of the video
channel or alarm channel and view the video or alarm status of the channel in real time.

10.1 New map

Step 1: Click "Emap Config" in the main menu to enter the map configuration interface, as

()| \iaec Management
ber() Software

Alamm | O qx 5

shown in Figure 10-1-1.

Figure 10-1-1 Map configuration

Step 2: Click + The system pops up the Select Map dialog box, as shown in Figure
10-2.
Figure 10-1-2 Select map

Step 3: Set the map name and select the picture path.
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0 Add Emap b4

Map Name: |

Path: | =

Step 4: Click "Yes" to save.

10.2 Map editing

BA -& X

13:45:20 2019-09-09 CPU WRNIRNNARY

@ Video Management . m
5 :
et Softwar

4 (3 root
172.18.12.43
4 (5] 221.4.210.68
GR 1PC1_221.4.210.6

M4 | Sydney, e
(M7 | Merrylands Olympic'Park .

Wetherill Park [ A3 ]
Gh 1PC2_221.4.210.6 | A40 | IIII

PC3_221.4.210 Auburn

¥ IPC3_221.4.210.6 > -

¥ IPC4_221.4.2106 Prairiewood Fairfield = | M4 | S Sydney
> IPC5_221.4.210.6 | A6 | Burwoo

1PC6_221.4.210.6 T | A22] A22 | Surry Hill

> ch7:22u.2w.s (-] 1 Cabramatta o]
§ 1PC8_221.4.210.6 | A22 | Mcleod reserve [ A34]

=N M7 |

[~}
0080
(]

—~ I Marrickville F
Bankstowny
LA

Liverpool Mascot
Hoxton Park 7 [zl | A34| /»\}’ { A3 | M5 Ewio (M1
M5 | Revesby [ A36 | N

Prestons~Casula A6 Rockdale

Hurstville Kogarah

Ingleburn n - B
Menai L

LEN Minto Kirrawee Miran

Ci
S Leumeah (A1 | m

Double-click to open the map to be edited, and the system enters the editing interface, as
shown in Figure 10-2-1.

Figure 10-2-1 Electronic map editing

step 1: Add a device to the map, open the "device group" on the left side of the interface,
and drag the device to the location specified on the map according to actual needs.

Step 2: Click [15 Create a new hot zone in the map.

Description: Add a hot zone to create a new map. As shown in Figure 10-2-2.



Ylf’s-fmmahr".‘"'9-"""' 103 m

root

172.18.12.43
221.4.210.68
GR IPC1_221.4.210.6

GR 1PC2_221.4.210.6
1PC3_221.4.210.6 +
IPC4_221.4.210.6
IPC5_221.4.210.6

IPC6_221.4.210.6 0 2w e PR
1PC7_221.4.210.6

p IPC8_221.4.210.6
N

Figure 10-2-2 Map of the hot zone

Step 3: Add the hot zone to the map, and then drag the device to the location specified on
the map according to actual needs.

Description:

Click "Preview" in the lower right corner to receive real-time alerts from the device.
Double-click the device to view the screen of the device in real time.

Double-click the hot zone icon to enter the hot zone map, click "Preview" in the lower
right corner of the hot zone to receive real-time alarms from the device, and double-click

the device to view the device's screen in real time. Click "Q‘ " You can clear the alarm

issued by the device on the map.

10.3 Device modification and deletion

1, Click the device icon, double-click or click "%“Enter the device modification interface,

as shown in Figure 10-3.

0 Modify Hot Spot X

Hot spot name: |CH1_1080P

Linked camera:

CH1_1080P-

Hot spot color: |IMBlack -~ | Icon: G

Hot spot background color: White -~

Figure 10-3 Device modification
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Parameter Description:

Hot spot name the name of the device.

Linked camera related monitoring equipment

Hot spot color the color of the device.

Icon Device icon.

Hot spot background color Hot spot background color

2, Click the device icon, click "TE" The system pops up the delete device dialog box, click"
OK "to delete.
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Chapter 11. Device login

11.1 Device login

step 1: Double click s,

Step 2: After the system displays the login interface, click the "Device Login" option on the
left to switch to the device login interface.

Step 3: Set parameters, please refer to Table 2-3 for parameter introduction.

R

11:14:37 2019-09-09 CPU BN

r@ Video Management

= s Ememmrmm s

pC1
PC2
pc3
§ pca
pCs
1PC6
PC7
Pcs

Step 4: Click "Login", the system enters the interface as shown in Figure 11-1. The
interface introduction is shown in Table 11-1.

Figure 11-1 Device login interface

#| name Explanation
Equipment , . .

1 area Displays all devices bound to the currently logged in IP.
Preview . -

2 area The normally connected device will display the screen.
Control :

3 Control the sound and play and stop all windows.
zone

4| |nterface Set the number of windows and full screen display.
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area

Streaming

area Select the specified stream playback screen.

6| Switch zone | Switch display between device tree and fisheye device PTZ control.

Table 11-1 Parameter description

11.2 Remote video playback

step 1: Click "Remote Playback" on the function tab to enter the remote video playback
interface, as shown in Figure 11-2-1.

r ] Video Management N
@ Software {or

< Nov. > {2019 >

30 31 1 2

3 4 5 6 7 8 9

BN EEXXEN

1 2 3 4 5 6 7 Window 01

Window 02 5
Window 03

o 1 121;3 14 15 16 T'
17 18 19 =0 2123 v

24 25 26 27 28 29 30

Bearch Config

Q Search Window 04

Alarm | S x F,L

Figure 11-2-1 Remote video playback

See Table 11-2 for specific parameters.

# | name Explanation
1 | date Set the recording type, stream, start time and end time
in "Search Config", click "Search", the recording
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information is displayed in the time progress box.

Device tree Select the device that needs to be played back.

Browse the video area, the number of windows
supports multiple ways to split. In the process of
previewing the video, it supports the operation of taking
pictures and electronically zooming in the video
Snapshot: Select the video window of the opened
Video playback area video, click/BlOr right click to select (51 capture |
Snap a single picture.

Electronic zoom: Select the video window of the
opened video, clicki@l.

Video: Select the video window of the opened video,
click=.

name Explanation

Control the way and sound of video playback.
« DPTo start playback video.

« [0, Pause playback video.

. 0OTo stop playback of the video.

« [, Single-frame forward playback video.
Playback control area . [DTo speed up playback.
« lI>, Slow down playback speed.

. &, Clip playback video and export.
« & Export playback video.

Click @< or @ To turn on the audio and adjust the
volume.

Time progress area Display existing video information.

@ Play back the recordings of all channels from the
same point in time.

Video control area ,
©:Stop recording on all channels.

OSpecial mode for fisheye equipment.

Set video window and | cjicki-, Select the desired video window display mode.

display mode Click © Or right mouse button to select
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H=} Fullscreen | Full-screen display mode of the
video window.

Table 11-2 Parameter description

11.3 Export device video

step 1: Select the video window with playback enabled, click

in the playback control area

& A dialog box pops up as shown in Figure 11-3-1.

0 B o< & R WON R

"
=]

11

1z

1z

oo00D0OO0O0ODODOOOODOD

14

Select size:
Disk Free size:

Dowload directory:

2019-07-12
02:39:34
2019-07-12
02:52:16
2019-07-12
03:00:00
2019-07-12
03201 200
2019-07-12
03:01:31
2019-07-12
03:15:19
2019-07-12
03:38:32
2019-07-12
04:00:00
2019-07-12
04:01:43
2019-07-12
04:12:27
2019-07-12
04:13:59
2019-07-12
O4:18:21
2019-07-12
04:22:50
2019-07-12
04:23:20
2019-07-12

a1

2ec

Download record file >
IPC2

201o°07-12 138.66M Mo download

321599_0579_12 S4.66M Mo download

Sglc?iogélz 11.98mM Mo download

331091037 2 6.60M Mo download

o 150.7 1M Mo download

3312'98037 2 253.84M Mo download

e 234.93M Mo download

32135047512 18.87M Mo download

aanee e 129.27M Mo download

3311_94007 = S.87M Mo download

321198027712 A4S 7 3M Mo download

531292057 = S0.03M Mo download

321293027612 S5.67M Mo download

321294027 = 12.29M Mo download | |

2019-07-12 —~ + wmm  ma_ a__.._a_ _ Il

|C:_.-’LJsers_.-"Admir|istratoerMS,-"device_.-"video —

Figure 11-3-1 Export video

Step 2: Check the video to be exported according to actual needs, and then set the save

path.

Step 3: Click "download" to start exporting.

Description: Please refer to "Chapter 8 System Configuration" for "System Config".

11.4 System configuration

Click “System Config” on the function tab to enter the system configuration interface.

For specific operations, please refer to “Chapter 8 System Configuration”.
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Chapter 12. Face Detection

The face detection function supports the detection of pedestrians in the set area and
captures clear facial images; supports the recognition of facial features of captured facial
images; supports the recognition of human types and vehicle models.

12.1 Face recognition search

step 1: Click "Face Search" in the main menu, the system enters the face search interface,
as shown in Figure 12-1.

Description: A device that supports face recognition is required.

@) Video Management
i) Software ier

tart Time~2919-11-22 00:00:00 &)
End Time 19-11-22 23:59:59 |

Tselecrall

Manual Compare| [ Select All /0

4

Figure 12-1-1 Face search interface

See Table 12-1 for the introduction of each part.

# name Explanation

1 Device tree List the channels of the device.

The images searched according to the

2 Search result display area i i

settings are displayed.
3 Search settings area Set the search date;

Click Add pictures, you can add local
4 Compare search area

pictures, you can also add equipment
pictures," Similarity"Set the similarity, click"
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EEE For a comparative search.

Select the specified video in the search

5 Video playback area
piay result area and play it in the playback area.

# name Explanation

6 Face information Display face information in the database

Table 12-1 Function introduction

Step 2: Select the device channel and face group, set the search date, click "Search", the
system displays as shown in Figure 12-3.

Naoos 2019-11-01 07:39:35 (]| | 2019-11-01 07:39:49 2019-11-01 12:17:35 2019-11-01 12:17:35 2019-11-01 12:24:27

o ~ £

chz ch2 ch2

2019-11-01 12:25:49 [ || | 2019-11-01 12:26:36 2019-11-01 12:26:36 2019-11-01 21:56:12 2019-11-02 08:36:15

start Time [2015-11-01 00:00:00
End Time [2010.11-22 23:39:30
Setect an

M Selact Al

Information

Device Name
\CECEED]

Channel

cHz

Time

2019-11-01 07:39:49

Simitarity
(0%

select Select a picture in the device and cIickPress the button to

search for the result that the similarity exceeds the set value. A single card can display
detailed information and playback video below the card.

Figure 12-1-3 Search results
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Step 3: Click the picture you want to view the video, click " in the video playback areal

"Enter the video playback interface, cIick"E"Enter the full-screen display mode, as shown

Window 01 | [ |
in Figure 12-4. For the playback operation, please refer to" Table 6-1 Playback Function
Introduction ".

Figure 12-1-4 Image playback
12.2 Contrast search

step 1: Click "Face Search" in the main menu, the system enters the face search interface,
as shown in Figure 12-1-1 above.

Description: A device that supports face recognition is required.

Step 2: Select the device channel and face group, set the search date, click "El"Add face
pictures (you can add local pictures or select pictures in the device)

Fill in the search similarity Smilarity[so *  And finally click "

RN The system display interface is shown in Figure 12-1-3 above.
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Chapter 13. Face attendance

Face attendance function. The face attendance function is similar to the face search
function. In essence, it searches for a captured face similar to the selected database face,
and then performs related classification and count display according to the start time and
end time.

13.1 Face Attendance Search

step 1: Click "Face Attendance" in the main menu, the system enters the face search
interface, as shown in Figure 13-1.

BA -DX%

15:25:40 2019-11-21 CPU REINERENNN

@ Video Management
o) Software

root On Duty Time 8:30 2 Off Duty Tme |17:30 2

Select Mm:e ! By Group
o Normal -» Llate 4  LeaveEarly Absence

Select Entire Page &
00:00 02:00 04:00 02:00 08:00 10:00 12:00 14:00 1e:00 18:00
Similarity \70 %

Alarm £x wx E'(

¥ 0 A

figure 13-1 Face attendance interface

# name Explanation

1 Device tree List the channels of the device.

Select the device mode and | Through equipment and time, search out all
time to search personnel who need attendance

Display the avatar of the person searched by

3 | Peopl h displ
eople search display area device and time

4 Attendance details display area | according to the time of commuting, it shows
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the commuting status of the selected
personnel within a period of time

# name Explanation

Select the specified video in the search

5 Video playback area
piay result area and play it in the playback area.

Shows the number and time of selected
people appearing in the video over a period
of time.

Display area of playback video
time

Table 13-2 Features

Step 2: Select the device channel and face group, set the search date, click "Search", the
system displays as shown in Figure 13-1-3

- root - ~
> [ 51 4KNVR-16 on Duty Time (8:30  J off Duty Time  17:30 J
> [[] =1 4KNVR-4
> [[] =1 GWS5516NPG
> NS032N 1 il Allow List =
> [0 3 NS032N(1) 5 123 @rmp ] =
> [[] =1 NSO32PN —
» 15 N5104N 3 F12 Block List =
» [ = N5216N 4 miEgE Alow List S
> [[] =1 N5332N
> [[] =1 NS708
Select Mode By Group ﬂ & |
Normal —» Late €  LeaveEarly Absence
1 2
< > + -

0
78

K <[t >

Select Entire Page o @
simiarty 70 %

Alarm | S odx 5 0 2

figure 13-3 Search results display

0:00 02:00 04:00 06:00 08:00 10:00 12:00 14:00 16:00 18:00

Step 3: In the attendance details display area, you can set the time to commute.
According to the time of commuting, the name of the selected person, the group where
they are, and the attendance situation within a period of time are displayed.=:Can display
the specific information of personnel. As shown in Figure 13-4.
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Detail Information

Group

Name

Age

Sex

Country

| Group 4

1123

|0

| Male

Nationality |

Native Place |

ID Code |

Occupation |

Phone Number|

Email |

Residence ‘

Remark ‘

figure 13-4 Detailed information display

Every day™ It shows normal work,_:> Indicates Iateness,'(_lndicates early leaving,

Indicates absence. In the upper right corner of the table,Button to update the

table, ZMliEThe button is the export button, which can export the attendance situation.

Step 4: For the video playback function, please refer to Table 6-1 for details. You can
select the video to be played back according to the figure on the right of the video
playback area. In this figure, you can display the number and time of the day that appear

in the video.

Chapter 14. Repeat customer

(1) Use Al_searchSnapedFaces message to search for all the faces that meet the

conditions given relevant conditions.

(2) Use the Al_getSnapedFeaturesld message to obtain all eligible IDs and feature IDs.

(3) Use Al_filterSnapedFaces message circularly to obtain filtering results until all faces

are filtered.



EEEEEEEEEEEEEEEEEEEEEE

(4) Use the Al_matchAddedFaces message to obtain the identity information of all
repeat customers.

(5) Summarize identity information and merge repeat customers with the same identity
information.

14.1 Searching for repeat customers

step 1: Click "Repeat Visitors" in the main menu, the system enters the face search
interface, as shown in Figure 14-1.

BA& -0 X%

)| e
b ) Software ter

raot ort By Time+ Minimum Occurrences |1

17:09:30 2019-11-21 CPU NNENIRERER

—

] Select All

|
Time 2019-11-21 00:00:00 &)

19-11-21 23:59:59
Min Interv: 0 s

Similarity |50 %
:

figure 14-1-1 Repeat customer interface

# name Explanation

1 Device tree List the channels of the device.

_ Search the number of occurrences by time
Select the interval to be |, . )
2 interval, minimum time of face appearance

searched Lo
and similarity
Show the avatar of the person searched
3 People search display area according to time and the number of
appearances
4 Repeat customer information | gpoy the number of repeat customers, time,

display area and equipment channel for shooting in
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chronological order

Select the specified video in the repeater
5 Video playback area information display area and play it in the
playback area.

Table 14-2 Features

Step 2: Select the device or group of devices, choose the time to search, the shortest
time (Min Interval), the similarity (Similarity), if there are people who need to query, then

inSeIect the group the person is in, and finally click

Button query. As shown in Figure 14-3.

Video Management \
!@! Software {?T

BHA -0OX%

14:02:40 2019-11-22 CPU REREERERNN

v 3 root Sort By |Time+ Minimum Occurrences |1
[0 = 4KkNVR-4
N4008 Stranger ¢ [ |stranger e O
[ =1 N5032N
- -I E ]
; '
Appeared times: 1 Appeared times: 16
[ select All K <|1 250
Time 2019-11-22 00:00:00 [E]

2019-11-22 23:59:59 &)

Min Interval [0 s

Similarity |50 %
@ .

Alarm | & x 5} 2 0

»

figure 14-3 Query display

Step 3: In the query display area, the query results are displayed in the form of cards.
The cards are divided into three parts: upper, middle and lower. The lower part

cipea el el The middle part is the avatar shot by the device. The upper part

St
ranger 4 DAre the names, £ And selected, the name is first queried in the

personnel information stored in the device, if it is not queried, a stranger (Stranger) is
displayed. Click £ Press the button to enter the detailed information page. On this page,
if the repeat customer is the person stored in the device, detailed information will appear,
as shown in Figure 14-4.
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figure 14-4 Details interface

On this interface, if it is a stranger, there is no other information. If you know the person,
you can add the person information to the device and click the button pointed by the
arrow in the figure above. Enter the interface shown in 14-5.

figure 14-5 Input information interface

Atfter filling in, click the save button pointed by the arrow above to save the information
into the device.

in asr o I:lln the box on the right, select it, or Select All below,

Then click in the upper right cornel_ Button, you can export the queried information.
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Step 4: The stand-alone card can display the information every time the repeat customer
is photographed by the device in the information bar below, as shown in 14-6.

2019-11-22  2019-11-22
1 IPC3 05:35:05 05:35:06 >
2019-11-22  2019-11-22
2 LHs 05:35:47 05:35:48 b
2019-11-22  2019-11-22
3 IPC3 05:35:51 05:35:52 > B
o S 2019-11-22  2019-11-22 ~ I:
L 1]

figure 14-6 Information display bar

The information bar shows the shooting channels, the time when the shooting starts and
ends, video playback and other information in the order of shooting time. Click on the
video playback (Playback) ® Press the button to play back the video in the video playback
window on the right (for details of playback operation, please refer to Table 6-1).

Chapter 15. Model search

Used to search for human types and models.

BHA_0OX%

08:44:23 2019-11-25 CPU NIRENRRENN

(@) Video Management
bt Software fer

[ select Al /0

d Information
Start Time |2019-11-25 00:00:00 =]

End Time  |2019-11-25 23:59:59 ]

evice Name

Channel

= ime
Human eh\cle
D

Search ype

[ .
4=

Alarm £x wx E'(

figure 15-1 Pedestrian search interface
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# name Explanation

1 Device tree List the channels of the device.

) Select the search time interval, select the
Select the interval to be

2 person or car to be searched, and click
searched
Search.

People and vehicles search | Display the avatar card of the person or car

3

display area searched according to time
4 Device information display area | Display detailed information of the device
5 Video playback area Playback video

Table 15-1 Description of the search interface
step 1: Select the device and select the device or device group in the device tree.

Step 2: To search, select the time interval to be searched under the device tree, check
people or models, and click Search.

Step 3: The search results are displayed in the form of cards in the display area. The stand-
alone card displays the detailed information of the device below, and the recorded
video can be played back in the playback area. Check the box in the upper right

corner of the card, then click in the upper right corner of the page Button to

export its information.

Chapter 16. Fisheye view mode

Only the fisheye device supports setting the installation mode and view mode. For the view
modes corresponding to different installation modes, please refer to the table16-1.

paramet .
Explanation
er
The current video display mode (the original image mode is supported by
default), according to different installation methods, the other different display
View modes are as follows:
mode 1)Top-mounted: VR,cylinder, 1P, 1P +1,1P +3,1P +6, 1P +8,1+ 3,1 + 8,
2,2P, 4.
2)Wall mounting: VR, 1P, 1P +3,1P +8,1+ 3,1+ 8, 4.
3)Floor equipment: VR,cylinder, 1P, 1P+ 1,1P+3,1P+6,1P +8,1+ 3,1 +
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8, 2P, 4.
top/wall/ :
P @ + The That is, the original image without correction.
Ground L
original image
Top @ which is2 an independent sub-screen, the sub-screen
loading 2 supports zoom, mobile operation.
Namely VR mode, double click to enter, the screen supports
- VR zooming and moving operations.
@ _ That is, the cylindrical display mode can be stretched into a
:cylinder plane. Picture support Mobile operation.
@ That is, 4 independent screens, The sub-screen supports
4 zooming and moving operations.
which is2 Associated180 °Rectangular unfolding picture,
composed of two sub-windows at any time360 °Panoramic
; 2P view, also known as "dual panorama", the two rectangular
expansion screens support the operation of moving the
starting point left and right, and interact with each other.
which is360 °Rectangular expanded panorama, rectangular
- 1P expanded panorama supports mobile operation.
Top which is360 °Rectangular expanded panorama + 1

Floor

@) 1p + 1

independent sub-picture. Both the sub-picture and the sub-
frame in the rectangular expanded panorama support
zooming and moving operations. Rectangular expanded
panorama does not support zoom and move operations.

:1P+3

which is360 °Rectangular expanded panorama + 3
independent sub-pictures, both sub-pictures and sub-frames
in rectangular expanded panorama support zooming and
moving operations. Rectangular expanded panorama does
not support zoom and move operations.

:1P+6

which is360 °Rectangular expanded panorama + 6
independent sub-pictures, both sub-pictures and sub-frames
in rectangular expanded panorama support zooming and
moving operations. Rectangular expanded panorama does
not support zoom and move operations.

@€ 1p+s

which is 360 °Rectangular expanded panorama + 8
independent sub-pictures. Both the sub-picture and the sub-
frame in the rectangular expanded panorama support
zooming and moving operations. Rectangular expanded
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panorama does not support zoom and move operations.

paramet
er

Explanation

Top
Floor

G143

The original image +3 Each independent sub-picture, the sub-
picture and the sub-frame in the original image support
zooming and moving operations. The original image supports
zoom operation.

The original image +8Each independent sub-picture, the sub-
picture and the sub-frame in the original image support
zooming and moving operations. The original image supports
zoom operation.

Wall
mounted

Namely VR mode, double click to enter, the screen supports
zooming and moving operations.

= 1p

From left to right360 °The rectangle expands the panorama
and changes the vertical viewing angle. Does not support
zoom and move operations.

@:4

That is, 4 independent screens, The sub-screen supports
zooming and moving operations.

E:1P+3

which is360 °Rectangular expanded panorama +3 Each
independent sub-picture, the sub-picture and the sub-frame
in the expanded rectangular panorama support zooming and
moving operations. The rectangular expanded panorama
changes the vertical angle of view and does not support
zooming and moving operations.

& 1p+s

which is360 °Rectangular expanded panorama +8 Each
independent sub-picture, the sub-picture and the sub-frame
in the expanded rectangular panorama support zooming and
moving operations. The rectangular expanded panorama
changes the vertical angle of view and does not support
zooming and moving operations.

:1+3

The original image +3Each independent sub-picture, the sub-
picture and the sub-frame in the original image support
zooming and moving operations. The original image supports
zooming and moving operations.

:1+8

The original image +8Each independent sub-picture, the sub-
picture and the sub-frame in the original image support
zooming and moving operations. The original image supports
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zooming and moving operations.

Table 16-1 view mode

16.1 Enter fisheye mode during live preview

step 1: Click "In the preview window@"Or right mouse button to select@X  Fisheye

Enter fisheye mode. As shown in Figure 16-1-1. See Table 16-2 for the function introduction
of each part.

B / !
7 \
’“\ Brnera 201 5 14:49.54
@ © §
Qan”

IPC1_IPC1093-18xx o=

3
figure 16-1-1 Fisheye Mode
# parameter Explanation
Fisheye
1 installation Switch the fisheye installation mode.
mode
Fisheye vie
2 ISNEYE VIBW I switch the fisheye view mode.
mode
Real-time . . .
3 i i .
interface Real-time display Fisheye window view
4 PTZ control Use the control panel to adjust the fisheye window view.

Table 16-2 Introduction of Fisheye Interface Function

Step 2: Set the fisheye installation mode and view mode, you can control the fisheye
device through the gimbal.

Description: The gimbal control panel may differ depending on the device. Please refer to
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the interface for details.

. Select a PTZ window and click one of the direction buttons to adjust the viewing
angle.

. Select a PTZ window and click "&”Enable automatic scanning. Click again to
stop automatic scanning.

« = —) + : Drag the slider to adjust the speed of PTZ
movement.

. B <. BEI: Select a PTZ window and clickBESor=®You can zoom in or
out of the selected PTZ window or scroll the mouse wheel forward or backward
to adjust the focus.

16.2 Enter fisheye mode during video playback

Click " in the playback window@"Enter fisheye mode. For specific operation method,

please refer to “16.1 Enter Fisheye Mode in Real-time Preview”.

Chapter 17. Alarm settings

Open the main menu and click to enter, you can switch and set various alarms of the
channel.

17.1 Introduction to the Alarm Interface

Select “Alarm Config” in “Main Menu”, the system will enter the alarm setting interface,
as shown in Figure 14-1 See Table 17-1 for the function introduction of preview interface.
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figure 17-1-1 Alarm setting interface

parameter Explanation

Device List Open the device group and select the channel.
Alarm type, including the following options:
« Motion
« 1/0

Alarm type
« Video Loss
« PIR
o Intelligent
Trigger operation, including the following options:
. Capture

Alarm tri d

) d9sre « Record

operation
o« Popup
« Sound
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Copy and save

Click copy to copy the alarm trigger operation of this channel to
other channels and channels of other devices. Click save to save
the settings.

Trigger alarm
message window,
pop-up window and
sound

CIicOpen the alarm trigger information pop-up window;
cIickEDelete the current alarm information in the alarm trigger
information pop-up window; cIickAIIow alarm sound to be

generated, cIickﬂProhibition of alarm sound; cIicAIIow the

alert popup to pop up, cIicEProhibit pop-up pop-ups.

Alarm thumbnail and

view trigger alarm
information ~ window
zoom

clickBfl which is [ Enable/disable auto hide |yt this option,

you can hide the alarm thumbnail in the preview area; cIickECan

enlarge the alarm trigger information pop-up window; clickBCan

expand or contract alarm to trigger information pop-up window.

Table 17-1-2 Function introduction of alarm setting interface

17.2 Alarm setting operation

step 1: Open the device in the device list and select a channel for the device.

Step 2: Then in_ ™"

alarm type.

Capture:

Record:

Popup:

Step 3: Open the alarm trigger operation under the alarm type =«
required options according to your needs.

Step 4: Click save to save.

Step 5: If other channels or devices also need the same alarm trigger operation, click

ABAB

Select the

, You can open the

Copy
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Eject device channel ==Check, select the channel to be opened, click OK to confirm, and

then click Save. (Note: The copy function is to click on the alarm trigger operation of a

certain channell@After saving, copy save can take effect.)

17.3 Trigger alarm information window, pop-up window

and sound

o  Click on the bottom left corneOpen the trigger alarm information window,

as shown in Figure 14-3-1

Motion detection
I/O0
I/0
I/O0

1/0

2019-08-01 IPC1
19:23:03

lowor Pce
BEE v
Bas  va
wase PO
2n10.NnR.N1

V| Motion detection ¥ Video exception V! AlarmI/O V! PIR

>

Motion end

10 alarm begin
10 alarm begin
10 alarm begin

10 alarm begin

No capture
No capture
No capture
No capture

No capture

figure 17-3-1 Alarm Information Window

e« You can see in the alarm information window:

. 2019-08-01
Alarm time19:31:33

Alarm source "¥eere

Alarm typeve ,

Alarm messageMetion begin |

Alarm screenshot140_7_1pc23 ns..

Alarm recording 126-6-1PCe_.rf

No record
No record
No record
No record

No record
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View

Motion detection Video exception

alarm

type

selection

Alarm 1/0 PIR

Click the corresponding picture or screenshot to view the details.

. CIickEYou can zoom in to view the alarm information window, as shown in Figure

17-3-2

Video Management

Software

2019-09-09
13:11:54
2019-09-09
08:41:47
2019-09-09
08:41:45
2019-09-09
13:11:41
2019-05-09
13:11:38
2019-09-09
13:11:36
2019-09-09
13:11:31
2019-09-09
13:11:24
2019-09-09
08:41:24
2019-09-09
13:11:22
2019-09-09
08:41:17
2019-09-09
08:41:16
2019-09-09
08:41:13
2019-09-09
08:41:09
2019-09-09
13:11:08
2019-09-09
13:11:08
2019-09-09
08:41:06
2019-09-09
13:11:04
2019-09-09
08:41:04
2019-09-09
13:11:00
2019-09-09
13:11:00
2019-05-09
13:10:50
2019-05-09

Y] Motion detection

B
0]

IPC5_221.48
1PC6_221.4.0
1PC6_221.4.0
IPC5_221.48
IPC4_221.48
1PC5_221.43
1PC6_221.43
1PC6_221.43
IPC5_221.4.p
IPC5_221.43
IPC6_221.4. 0
1PC6_221.4.0
IPC5_221.4.0
IPC4_221.4.0
IPC5_221.43
1PC6_221.43
1PC6_221.4.0
1PC5_221.43
1PC6_221.4,p
1PC6_221.43
IPC5_221.43

1PC4_221.43

Motion detection
Motion detection
PIR detection
Motion detection
PIR detection
Motion detection
/o

Motion detection
Intelligent alarm
Motion detection
Motion detection
PIR detection
PIR detection
Intelligent alarm
Motion detection
PIR detection
Motion detection
Motion detection
Motion detection
/o

1o

Motion detection

Y. Video exception ¥, Alarm 1/O

Motion end
Motion end
PIR end
Motion begin
PIR end
Motion end

10 alarm begin
Motion begin
FD alarm start
Motion begin
Motion begin
PIR start

PIR end

FD alarm start
Motion end
PIR start
Motion begin
Motion end
Motion end

10 alarm begin
10 alarm begin

Motion end

v/ PIR

No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture
No capture

No capture

No record
No record
No record
No record
No record
No record
No record
No record
No record
114_6_1PC8_
No record
No record
No record
No record
No record
No record
No record
No record
No record
No record
No record

No record

BA-&X

13:11:57 2019-09-09 CPU mussRIas
&

figure 17-3-2 Alarm Information Window
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After the trigger alarm operation is turned on, a real-time preview pop-up window of
the device channel will appear when the alarm is triggered, and the alarm status can

PopUp Preview

IPC8_221.4.210.68 IPC7_221.4.210.68

e i : Camees S E 0 1442 20

IPC6_221.4.210.68

604132218

be checked in real time. As shown in Figure 17-3-3.

figure 17-3-2 Alarm popup preview



IVSEC

INTELLIGENT VIDEO SECURITY

Chapter 18. Local playback

18.1 Introduction to local playback

@ Video Management Ba.-dx
i | Software
14:00:38 2019-09-09 CPU
4 [=] root
12.18.1243
4[] 21.4.210.68

5 PC1_21.4.2106
TR 1PC2_21.4.2106
' 1pC3_21.4.2106
[ 1PC4_21.4.2106
FF 1PC5_21.4.2106
¥ 1PC6_21.4.2106
F 1PC7_21.42106
[ 1PC8_21.4.2106

i )
\

1
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€ Sep. » < 2019 )

N

123456’.— 7 ﬂ@l 5

15 8 7 18 19 20 2 < ) # =

2 23 ¥ B % W OB Window 01
Window 02
w03

Window 04
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4 =] root
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4[] 71.4.210.68

T PC1_21.4.210
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7 1PC3_21.4.210€

£ 1PC4_21.4.210€

G 1PC5_21.4.2106

T IPC6_21.4.210€

P 18C7_21.4.210¢

0 1pC8_21.4.210€
EN \
\

1

2\

<Sep. » < 2019 )

N

w 01

Window 02




EEEEEEEEEEEEEEEEEEEEEEEE

You can play back and export client videos and client pictures. Select "Local Playback" in
the "Main Menu", the system enters the playback interface, as shown in Figure 18-1, and
the interface functions are described in Table 18-1-1.

figure 18-1-1 Local playback interface

# | Feature | Explanation | operating
S
The device
group  shows
the  grouping
and channels
) of the device.
Device
1 Please refer to
tree
"8 System
Configuration"
for the setting
of "Default
Device Group"
After selecting the device in the "Device Tree",
select the date for que layback. If there is a
Query Playback video | | query _p Y o
2 , , video on that day, there will be a subscript in the
time query time ) )
lower right corner of the date, and then click
"Search".
=& | Whether to play synchronously.
[> | Start playback video.
(Il | Pause the playback video.
Playback | Control the way
3 | control and sound of | 0 | Stop playback of video.
bar video playback
[} | Single frame forward playback video.
[{> | Fast forward playback video.
Il> | Slow playback video.
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J

Start all channel video playback.

6

Stop all channel video playback.

(O | Turn on fisheye mode.

Select the video window with playback

Screensh | started, clickBlOr right click to select
ot
(€ cawre Spap a single picture.
Electroni | Select the video window with playback
c zoom started, clickl€l.
Select the video window with playback
started, click &
Stop play
Or right click to select
Playback | Video playback O stopPlay,
window display area
Select the video window with playback
Video started, clicklmOr right click to select
8 Start record
Select the video window with playback
Open started, cIickOOr right mouse button
fisheye to select ©&X Fisheye (Only for
devices that support fisheye mode.)
full- s
Click=.Or right mouse button to select
screen
display o Fullscreen
Select the desired video
Set video H- window display mode
Window , i and number.
window display
control
mode Vid indow  full
DyonE@,  Fullscreen 1aeo .WII’] ow
screen display mode.
Time Display +: The precision of the playback progress bar
progress | existing becomes higher.=: The accuracy of the playback
box progress bar becomes lower.

recording
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information i
»: You can move the progress bar display area.

Table 18-1-1 Introduction to the playback interface function

18.2 Playback of local video

This playback is a recording operation performed through a local recording plan.
Please refer to "Chapter 19 Local Recording Plan". The following describes the local
recording playback operation method.

step 1: Select "Local Playback" in the main menu to enter the local video playback
interface.

Paragraph Styles
[ ST R \ 3 \ 4 i 5 . 3 . 7 . 5 . s . M - - 4 - 3 - . 3 i 4 L i

played back below, and then click "Search”. Atter the search Is successtul, it will be displayed In

BA_-&X

@ Video Management o
b Software L

4 [2] root

15:02:34 2019-09-09 CPU NRIIRRRAIA|

12.18.12.43
4 [ 21.4.210.68
03 IPC1_21.4.2106
% IPC2_21.4210.6
v 0} 1PC3_21.4.2106
7 0% 1pc4_21.4.210.6
7 05 IpC5_21.4.2106
5 1PC6_21.4.210.6:
0% IPC7_21.4.210.6:
[ 1PC8_21.4.2106
N

Window 01

Window

Step 2: In the "Device Group", select the device according to the actual needs, set the
date to be played back below, and then click "Search". After the search is successful, it will
be displayed in the time progress box, as shown in Figure 18-2-1.

figure 18-2-1 Search local video

Step 3: Click > or@Start playback of the video, as shown in Figure 18-2-2.
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Step 3:Click > or@Start playback of the video, as shown in Figure 18-2-2.

SR

15:04:21 2019-09-09 CP

(@) Yoo Management
bedd) Software

root
12.18.12.43
21.4.210.68

s 1PC1_21.4.2106

s IPC2_21.4.2106

v 5% 1PC3_21.4.210.6

v e IPC4_21.4.2106

% IPC5_21.4.210.6

 1PC6_21.4.2106

+ IPC7_21.4.210.6

% IPC8_21.4.210.6

figure 18-2-2 Play back local video
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% IPC1_21.4.210.61

$ IPC2_21.4.210.80
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7 5% 1PC5_21.4.210.60
e IPC6_21.4.210.64
0% IPC7_21.4.210.61

} 1PCB_21.4.210.61

N

<Sep. > € 2019 >

Description: The default mode of local video playback is asynchronous playback. If you

need to enable synchronous playback, click =& Enter the synchronous playback mode, as
shown in Figure 18-2-3. After entering the synchronized playback mode, click[> Start

synchronized playback, click ™ Stop synchronized playback.

figure 18-2-3 Set synchronous playback mode
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Chapter 19. Local Video Project

The operation method of local recording plan is introduced as follows.

step 1: Select "Local Record" in the main menu, a local recording plan selection path
interface pops up, as shown in Figure 19-1-1.

Select Path

Overwrite | Auto

U

O 1 C:/localRecordFile/ 4 84.999 28.793 3.000
O 2 D:/localRecordFile/ I'd 120.007 35.985 3.000
O 3 E:/localRecordFile/ 4 80.010 61.332 3.000
O 4 F:/localRecordFile/ 4 180.739 96.919 3.000

figure 19-1-1 Select the recording save path

Step 2: After selecting the path, click "Save" to save, the system enters the local plan

Ba_&x

15:16:50 2019-09-09 CPU NERRIumnA|

@ Video Management
%) Software

Record Management

—

[=]
[m] 1 C:/localRecordFile/ I’ 84.999 28.785 3.000
a 2 D:/localRecordFile/ I4 120.007 35.085 3.000
a 3 E:/localRecordFile/ I'd 80.010 61.332 3.000
4 F:/localRecordFile/ I4 180.739 96.919 3.000
0
Start Record
Az | & x5 %0 A

recording interface, as shown in Figure 19-1-2.
figure 19-1-2 local recording plan

Step 3: Set the memory reservation setting in the Reserved Size (GB) (double-click the
regional setting), and then select "Overwrite" in the upper right corner to overwrite the time
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and click Save to save.

right of the interface, hold down the left mouse button and drag to set, and click "Save" to save

BA-&X

Video Management
b Software

Record Schedule

15:23:14 2019-09-09 CPU BaRssinnis

s e Switch file intervals [30 < minutes(S~60Mins) Stream Type | Substream
B 1218024
+ W 2142106

£ 5 pc1_z221.4.21

G 1pc2_221.4.21

® 0 pea_2214.21

9 5 pca_221.421

@ 5P pes_221.4.21

5 1pce_221.4.21

£ 5 1pe7_z221.4.21

£ 0P 1pce_221.4.214

OE N

1 214.210.61 IPC3_221.4.2106 Substream Strategyl
2 2142106 IPC4_221.4.210.6 Substream Strategy1

9 214.210.61 IPC5_221.4.210.6 Substream Strategy1l

] | 0 )

Step 4: Click "Record Schedule" to enter the recording schedule setting interface. Select
the device to be recorded in the device tree, set the specific recording time in the grid area
on the right of the interface, hold down the left mouse button and drag to set, and click
"Save" to save after the setting is completed, as shown in Figure 19-1-3 Show.

figure 19-1-3 recording time setting

Step 5: After setting, switch back to the "Record Management" interface, check the device
channel to be recorded in the check box on the lower left, or select all channels with one

click, and then click on the lower right corneStart recording video locally.

After the recording starts, the Disk Status in the Record Management will show Writing,
and the Record Status of the channel indicates recording, indicating that the disk is starting
to record a local recording plan, as shown in Figure 19-1-4.
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r@'} Video Management
b Software

Record Management

e T

[=]

O 1 CilocalRecordFile/ 4 84.999 28.735 3.000

O 2 DilocalRecordFile/ 4 120.007 35.985 3.000

O 3 ElocalRecordFile/ 4 80.010 61.332 3.000

a F:/localRecordFile/ 4 180.739 96.861 3.000 Writing
1 221.4.210.68 IPC3_221.4.210.68 Substream recording Strategy1

2 221.4.210.68 1PC4_221.4.210.68 Substream recording Strategy1

3 221.4.210.68 IPC5_221.4.210.68 Substream recording Strategy1

StartRecord

Alarm | S ox 5 » O A
figure 19-1-4 Start local plan recording

Step 6: Click in the lower right corneStop the local scheduled recording, and

the Writing status displayed in the Disk Status in the Record Management will disappear,
and the Record Status of the channel will be recorded as shown in Figure 19-1-5.

@ Video Management
beef| Software

Record Management

Simr5 T

(=]

O 1 CilocalRecordFile/ rd 84.900 28.733 3.000

O 2 DylocalRecordFile/ r'd 120.007 35.085 3.000

O 3  EjlocalRecordFile/ rd 80.010 61.332 3.000

4 Fi/localRecordFile/ 4 180.739 96.846 3.000

1 221.4.210.68 1PC3_221.4.210.68 Substream Recording Stop Strategy1
2 221.4.210.68 1PC4_221.4.210.68 Substream Recording Stop Strategy1
3 221.4.210.68 IPC5_221.4.210.68 Substream Recording Stop Strategy1

Start Record | Stop Record

Alarm | & x 5 %2 O A

figure 19-1-5 End local plan recording

Step 7: Open the "Local Playback" in the main menu to enter the local playback interface,
the channel displays the existing recorded video, as shown in Figure 19-1-6.
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Video Management 3
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figure 19-1-6 Local playback

Step 8: For the operation mode of local playback, please refer to "Chapter 18 Local
Playback"

Chapter 20. File Management

File management can view and playback local videos and local pictures. The recording
includes the recording operation performed during the preview, and the picture includes
the screenshot operation performed during the preview.
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20.1 Playback and export of local pictures

step 1: Select "File Management" in the main menu, a file management interface pops up,

()| Y1aee Management @ = Ha-&x
bed) Software =
15:42:24 2019-09-09 CPU 1
= root Picture
Searchin | Selected ltem StatTime [2019-9-00:00 3]
Type: Al EndTime [2019-9-923:58 3
Local Picture Device: Channel

Aam | & = 5]

as shown in Figure 20-1-1.

Fig20-1-1 File management

Step 2: Select the device channel you want to view in the "Device Group" on the left, set
the date and time, and click "Search" to start querying pictures. As shown in Figure 20-1-

Searchin  Selected Item Start Time | 2019-9-9 0:00 5
Type an EndTime 20199.923:59 =

P 1PC2_221.4.2104
1PC3_221.4.2104
1PC4_221.4.210.

S 1PCS_221.4.210.4

P 1PC6_221.4.210.

P 1PC7_221.4.2104

IPC8_221.4.210.

Fig20-1-2 Query local pictures

Step 3: Double-click the picture you want to play back.

Description: Right-click on the picture to selec_, a folder for storing



EEEEEEEEEEEEEEEEEEEEEE

the picture will pop up. Right mouse button selection_, The picture will be

deleted (and click on the bottom of the interface @™ Same function). Right mouse button

selection_(Same as clicking at the bottom of the interfaceZSame function),

will export the picture to another path.

20.2 Playback and export of local video
step 1: Select "File Management" in the main menu, the system enters the file
management interface, click "Video" to switch to the recording interface.

Step 2: Select the device channel you want to view in the "Device Group" on the left, after
setting the date and time, click "Search" to start querying the recording. If there is a

BA-&X%

Video Management
(o)

15:54:09 2019-09-09 CPU

4 [ root Video

172.18.12.43 =
= SearchIn  Selected Item StartTime 2019-9-90:00 =

Type: Al EndTime 2019-9923:59 =
£ 1pC1_221.4.210.

= Local Video 221.4.210.68 1PC5_221.4.210.68
TP 1pC2_221.4.210.(

5P 1pC3_221.4.210.
TP 1pc4_221.4.210.(
0 1pCs_221.4.210.
5 1pc6_221.4.210.(

¥ 1pC7_221.4.210.

£ 1pcs_221.4.210.(
N4008

A & x5

recording on the specified date, it will be displayed, as shown in Figure 20-2-1.

Fig20-2-1 Local recording

Step 3: Double-click the local video you want to view, the video starts to play back, as
shown in Figure 20-2-2.
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Fig20-2-2 Play video
Description: Right-click on the picture to selec_, a folder for storing

the video will pop up. Right mouse button selection_, The video will be

deleted (and click on the bottom of the interface @ Same function). Right mouse button

selection_(Same as clicking at the bottom of the interface2Same function),

will export the video to another path.



